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Traditional way of Windows deployment and management

Å Configuration Manager
Å WSUS
Å WinPE/PXE

Deploy image to a new 

computer via corpnet, 

overwriting what was 

originally on it

Build a custom image, add 

apps, add customization, 

gathering everything else 

thatõs necessary to deploy

DRIVERS POLICIES

OFFICE & APPS

SETTINGS

TIME MONEY

COMPLEXITY

IT

Benefits:

- Flexibility / customization

- Granular control

- no cloud dependence



Modern way of Windows deployment and management

Unbox and turn on, connect 

to the Internet, connect to 

corpnet for Hybrid scenario. 

Off-the-shelf PC

Transform OS with 

minimal IT or user 

interaction

Á AzureAD
Á Intune
Á Autopilot
Á O365
Á WSfB

Device is ready for 

productive use
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Device lifecycle management with Windows 
Autopilot and Intune
Key Benefits:

No more maintenance of images and drivers

No need for IT to touch the devices

Simple process for users and IT

Integration in the device supply chain

Reset device back to a business ready state 
anytime from anywhere

Business ready

Break fix

RetirementManagementProcurement Deployment



ÅAutomatically join devices to Azure AD or on-premises AD

ÅAuto-enroll devices into MDM services, such as Microsoft Intune

ÅRestrict the Administrator account creation

ÅCreate and auto-assign devices to configuration groups based on a device's profile

ÅCustomize OOBE content specific to the organization

ÅAbility to perform a local or remote device wipe and reset

Windows Autopilot



Everything is set up via Azure AD and Intune: 

Configure automatic MDM enrollment and MDM authority
Set up Azure AD Company Branding
Ensure users can join devices to Azure AD
Ensure the Intune Connector for Active Directory is set up properly (Hybrid AAD join)
Assign Licenses and check Subscriptions
Enable and set up the enrollment status page
Import Device Hardware IDs
Set up and assign Device Enrollment Profiles
Set up and assign Device Configuration Profiles
(Optional) Deploy Apps
(Optional) Set Company Portal branding
(Optional) Set up enrollment restrictions so only Autopilot-registered devices can enroll



Windows Autopilot Scenarios

ÅWindows 7 to Windows 10

ÅConfigMgr task sequence, followed 
by Windows Autopilot user-driven 
mode

Requirements:

ÅWindows 10 1809 and above
Å Internet connection

Windows Autopilot for existing 

devices

User-driven mode with

Azure AD join

ÅJoin device to Azure AD

ÅEnroll into Intune/MDM, makes a 
connection between device and user 
who runs the OOBE

Requirements:

ÅWindows 10 1703 and above
Å Internet connection

User-driven mode with

Azure AD join

ÅNo need to provide credentials, 
automatically joins Azure AD, 
targeted to kiosks and shared devices

Requirements:

ÅWindows 10 1809 and above
Å Internet connection
ÅTPM 2.0 and device attestation 

Self-deploying mode

Azure AD join

ÅEnroll to Intune/MDM

ÅPerform AAD registration, join to 
device to AD

Requirements:

ÅWindows 10 1809 and above
Å Internet connection
ÅReachable AD infra
ÅSetup of Domain Join configuration  

profile in Intune
Å Intune Connector for Active 

Directory

User-driven mode with

Hybrid Azure AD join



User-driven mode with 
Azure AD join

Cloud-ƻƴƭȅΣ [ƛǘŜ ¢ƻǳŎƘ Lƴǎǘŀƭƭŀǘƛƻƴ όά[¢Lέύ

Å Administrator or OEM adds device to Autopilot

Å Administrator creates and assigns profiles

Å End user unboxes the device and follows the 
Out-of-Box-Experience (OOBE)

Å Computer name depends on the deployment 
profile

Å User authenticates with Azure AD

Å Typically for single-user (not shared) devices
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Offline Domain Join Connector
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Self-Deploying Mode 
with Azure AD join

Cloud-only, Zero Touch Installation (ZTI)

Å Administrator or OEM adds device to Autopilot

Å Administrator creates and assigns profiles

Å Device is turned on and connected to the 
Internet

Å Configuration process is completed automatically 

Å Device is joined to Azure AD with no user 
interaction

Å TPM 2.0 is required

Å Currently targeted at kiosks or shared PCs




